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Objectives

This documents is a guide to explain the step by step to
configure the Multi Factor Authentication (MFA) process for
secure access to WFP associated information in the Coupa
Supplier Portal (CSP)

Use this guide if you have already created a CSP account,
otherwise please refer to the Supplier’s Guide to SmartSourcing
Platform Coupa Supplier Portal (CSP) Version

Content
1. How do I connect using Multi Factor Authentication
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1. How do | connect using Multi Factor Authentication
(MFA)

* When you connect to CSP for the first time to access WFP content a
pop-up window appears for you to “Enable Multi Factor
Authentication”.

» Two options are displayed, “Enable” or “No, Thanks".

gacoupa supplier portal

Multi Factor Authentication

Enable Multi Factor Authentication

+ If you click on “No Thanks” then you will not be able to access the
content that was shared with you through CSP

* When you click on “Enable”, a new pop-up window will appear with a
QR code you need to scan using your “Preferred authentication app”
that should be downloaded and installed on your mobile phone

o Scan this QR code using your mobile device. Coupa Supplier Portal
« Open your preferred authentication app on your mobile device.
Learn more

« For most apps, select “Add” or “+” to scan the QR code or cop!
and paste the security key.

ZOBCK5MSN HDW3WWA6LT
R46PP22VPYXON

Click to copy Security Key

Enter the 6-digit verification code from your |555231| ‘
device.

Sancel m

NOTE(S):
Having a phone with an installed Authentication App and internet
services is MANDATORY to activate MFA on CSP
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» Once scanned, an account named by default “Coupa Supplier Portal” =<<
will be created within the Authentication App

Scan QR code

Choose a different name for

your new account
You already have an account for Coupa
Supplier Portal.

Coupa Supplier Portal WFF|

Cancel Save
ph—

Your account provider will display a QR code

« When the account is created, 6-digits verification codes will be
automatically generated every 60 seconds

Coupa Supplier

R Portal WFP

Coupa Supplier Portal

WAYS TO SIGN IN CR VERIFY

One-time passwords enabled

You can use the one-time password codes generated by

this axp 10 verlly your Sig

Cne-time password code

© 019133

+ To finalize Multifactor Authentication set-up, you'll need to copy the
code from the App and input it in the field “Enter the 6-digit
verification code from your device” back in CSP

o Scan this QR code using your mobile device. Coupa Supplier Portal

[
« Open your preferred authentication app on your mobile device. E ﬂ -f.
Learn more

« For most apps, select “Add” or “+” to scan the QR code or copy
and paste the security key.

R46PP22VPYXON
Click to copy Security Key

Enter the 6-digit verification code from your ‘866231| |
device.
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« Before finalizing the set up, you will be given a list of six one-time use =><<
Emergency Recovery codes to maintain access in case you cannot
retrieve the authentication code. You can Download or Print the

codes.

These codes were

Emergency Reco codes are the only way to restore
access if you lose access to your authenticating device or
app.

You can use each recovery code only once

Keep these somewhere safe but accessible.

Hghrow emZB5A
AsSiVw Om4KGw
_8TUuw 50l0_g

Copy Download m

« After saving the Emergency codes you will be given the option to
choose your preferred authentication method to access WFP content
in CSP. Authenticator App or Text Message

My Account security & Mutti Fact

Multi Factor Authentication

Via Text Message

Show Recovery Codes Regenerate Recovery Codes

+ If you choose to use Text Message instead of authentication app, a
pop-up window will appear with instructions to set that up via SMS

Multi Factor Authentication via SMS x

o A code will be sent to your phone as an SMS Text Phone Number

Message (SMS rates may apply) .+

o Confirm Recaptcha
™

eCAPTCHA
Privacy - Terma

I'm not a robot

Send Code

e Enter the 6-digit verification code sent to your phone.

Cancel

NOTE(S):
A + The possibility to set up SMS messages as an authentication alternative will
be available only AFTER setting up the authentication app
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