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1. Overview
This Information Sharing Protocol (ISP) is designed to support the safe, ethical, and effective management of data related to nutrition vulnerability assessments in conflict-affected areas of Myanmar. The protocol establishes a common framework for sharing data and information among humanitarian actors, ensuring that sensitive data is protected while enabling effective coordination and response to nutrition-related vulnerabilities.
This ISP applies to all humanitarian actors involved in nutritional assessments, including UN organizations, international and national non-government organizations and other stakeholders. It complements existing policies and guidelines but does not override legal or regulatory obligations.
2. Purpose and Objectives
The purpose of this ISP is to:
- Facilitate the sharing of nutrition vulnerability assessment data to improve response planning and resource allocation.
- Ensure the protection of sensitive data, particularly in high-risk conflict zones.
- Promote transparency, accountability, and collaboration among humanitarian actors.
- Minimize risks to affected populations, humanitarian workers and community leaders
Objectives:
- Enable joint analysis of nutrition data to identify vulnerable populations and their needs.
- Avoid duplication of data collection efforts and ensure efficient use of resources.
- Provide credible and timely information for decision-making and advocacy.
- Protect the privacy and security of individuals and communities involved in assessments.
 3. Scope and Application
Geographic Scope: This ISP applies to areas where nutrition vulnerability assessments will be conducted such as areas affected by conflict and displacement.
Data Types: The protocol covers:
· Participants’ data: Disaggregated data by age, gender, ethnicity, level of education, and other vulnerability factors.
· Health and Nutrition data: Main Health Problems, Accessibility of Health Services, Malnutrition
· Food Security and Livelihoods data: food availability and access, food consumption patterns, livelihoods and income sources, market functionality, dietary diversity, coping mechanisms
· Water Sanitation and Hygiene data: access to water, types of water source, access to sanitation, hygiene promotion
· Protection: vulnerability and safety
· Humanitarian Assistance: need priority, assistance, participants’ perception
 4. Data Sensitivity Classification
Data is classified based on the potential harm caused by its exposure. The following classification applies:
	Sensitivity Level
	Data Types

	No Sensitivity
	Other demographic data which cannot identify participants as name will not be recorded, other questionnaires that not highlighted

	Sensitivity
	Conflict related questionnaires and highlighted in green color



5. Pseudonymization and Data Protection
To protect sensitive data, the following measures are recommended:
- Pseudonymization: Replace identifiable information (e.g., names, locations) with tokens (e.g., "org_1234") stored in a secure translation table. 
 For example, one id should be recorded starting from KI_001 and interviewer name MS_001 (if interviewer name is Maung Shwe, so that we can follow up in case data is incomplete to each interviewer)
For sensitive questionnaires, coding system starting from questionnaire numbers and prompts
For example, G2 question for gender of participants, code will be G2g_1 is male, G2g_2 is female (G2 means Question number, g means gender, option 1 is male and option 2 is female; by arranging like this, coding system will protect data
- Secure Communication: Use encrypted email services (e.g., office mail) and password-protected files for sharing sensitive data. 
6. Data Responsibility Actions
- Data Protection: Implement technical and organizational safeguards to prevent unauthorized access, loss, or corruption of data.
7. Rights of Data Submitters
Partners submitting data for NVA have the following rights:
- Right to Information: Know how their data is used and shared.
- Right to Access: Request access to their submitted data.
- Right to Correction: Request corrections to inaccurate data.
- Right to Erasure: Request deletion of their data if consent is withdrawn.
8. Principles for Data Responsibility
- Accountability: Humanitarian actors, including interviewers, are accountable for their data management practices.
- Confidentiality: Implement safeguards to protect sensitive data by keeping data in locked files and computers
- Coordination and Collaboration: Ensure inclusive participation of all stakeholders.
- Data Security: Protect data from breaches and unauthorized access.
- Fairness and Legitimacy: Manage data in a fair and transparent manner.
- Human Rights-Based Approach: Respect and promote human rights in data management.
- People-Centered and Inclusive: Ensure affected populations are represented in data processes.
- Personal Data Protection: Adhere to data protection laws and policies.
- Quality: Ensure data is accurate, timely, and relevant.
- Retention and Destruction: Retain data only as long as necessary and destroy it securely.
- Transparency: Provision of information about data management and its outputs will be transparency among stakeholders



